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ABSTRACT 

This research presents an analysis of the application and acceptance of various standards in 

the field of the Internet of Things (IoT). Employing t-test statistical analysis, the study analyzes 

differences between groups of standards in three key categories: implementation complexity, 

adoption level, and citation frequency. The results show that communication and networking 

standards—such as IEEE 802.15.4, CoAP, and 6LoWPAN—are cited significantly more often and 

demonstrate higher adoption rates in both scientific literature and industry, compared to 

architectural and security standards, including IEEE P2413, ISO/IEC 30141, and ISO/IEC 27030. 
However, no statistically significant differences were found in implementation complexity among 

the analyzed groups. Based on these findings, the study recommends the continued development 

and deployment of communication standards, while suggesting that architectural and security 

standards be enhanced through simplified implementation and stronger integration into industrial 

solutions. Future research could further examine the influence of various factors on the acceptance 

and implementation of standards across different industrial sectors.  

Keywords: Internet of Things, standards, communication, security, t-test, citation frequency, 

adoption   

 
INTRODUCTION 

Standards in the field of communications, networking, architecture, and security represent the 

basis for the development of technological systems, enabling interoperability among various 

devices, platforms and applications (Miloslavskaya et al. 2019). In recent decades, especially with 

the development of the Internet of Things (IoT) and 5G networks, these standards have become 

crucial for the efficient functioning of modern technologies. Standards such as IEEE 802.15.4, 

CoAP, 6LoWPAN, as well as architectural and security standards like IEEE P2413, ISO/IEC 

30141, and ISO/IEC 27030), provide essential guidelines for the implementation and utilization of 

emerging technologies (Wagle and Pecero, 2019). The goal of this research is to analyze three key 

parameters related to standards: complexity of implementation, degree of acceptance and 

frequency of citations, in order to establish statistically significant differences between 
communications/networking standards and those in the domains of architecture and security. 

The introduction of new technologies into practice often faces challenges related to 

implementation, acceptance within industry and the scientific community, as well as the frequency 

of citations in the literature. The t-test method is applied to quantify statistical differences between 

two sets of standards and to gain relevant insights into factors that may influence their 

implementation (Kyun, 2015). Given that communications and networking standards have broad 

application in IoT devices and industrial networks (Porkodi and Bhuvaneswari, 2014), while 

architectural and security standards are more narrowly focused on data protection and the 

development of secure infrastructures, the analysis of these parameters can help better inform 

future research and guide the development of new technologies. 
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MATERIALS AND METHODS 

The t-test is a statistical method used to compare the means of two groups and to determine 

whether the observed differences are statistically significant or occurred by chance. In this study, 

an independent samples t-test was used, as the two groups being compared are mutually 

independent and the goal was to assess to determine whether there is a statistically significant 

difference between their mean values (Kyun, 2015). Also, a simple t-test was applied to analyze 

the differences in three key parameters: implementation complexity, level of adoption and citation 

frequency between the two groups of standards. 
The three categories of analysis explored in this paper are as follows: 

➢ Implementation complexity – This parameter measures the level of difficulty involved in 

implementing the standards in practice. Complexity may depend on technical 

requirements, the need for specific hardware or software resources, and compatibility with 

existing systems. 

➢ Degree of acceptance – This parameter refers to how well the standards are accepted and 

utilized in industry and academia. The degree of acceptance can indicate how well the 

standards are implemented in real projects and how they are adopted by users and 

development teams. 

➢ Citation frequency – This parameter measures how often the standards are referenced 

academic and industry publications. Citation frequency serves as an indicator of the 
standards’ relevance within the scientific community and their role in research, 

technological development, and innovation. 

 

Selection of standards and data collection 

Two groups of standards were selected for analysis: 

➢ Group 1: Communications and networking standards - IEEE 802.15.4, CoAP, 6LoWPAN 

➢ Group 2: Architectural and security standards - IEEE P2413, ISO/IEC 30141, ISO/IEC 

27030 

 

Data on implementation complexity (Table 1), degree of acceptance and frequency of 

citations for these standards were collected through a systematic search of academic literature 
using the Google Scholar search engine. The search enabled the collection of relevant data, which 

were then organized into a table containing values for each of the analyzed parameters. Based on 

these data, a t-test analysis was performed to assess whether statistically significant differences 

exist between the two groups of standards across all three categories.  

 
Table 1.  Presentation of collected data for analysis. 

Standard 
Complexity of 

implementation 
Degree of acceptance Frequency of citations 

IEEE 802.15.4 7 10 28.800 

CoAP 6 9 24.600 

6LoWPAN 8 8 21.400 

IEEE P2413 9 4 580 

ISO/IEC 30141 8 3 397 

ISO/IEC 27030 9 2 44 

 

 

The programming code for the t-test analysis (Figure 1) was written in the Python 

programming language (Wang et al., 2022). The standards were divided into two groups: 

communications and networking standards, and architectural and security standards. After that, a t-
test analysis was performed for all three parameters, and the obtained results are printed in json 

format to improve readability and facilitate further interpretation.  
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Figure 1. Programming code for t-test analysis. 

 

RESULTS AND DISCUSSION 

The results of the t-test analysis provide key insights into various aspects of the standards 

used in communications, networking, architecture, and security (Doug, 2019). Regarding 

implementation complexity, although the standards in the fields of architecture and security 
yielded slightly higher t-statistic values, the difference was not statistically significant. This result 

suggests that the implementation complexity between the standards in different domains is not 

substantial enough to have a significant impact on decisions regarding their implementation in 

practice (Ross and Willson 2017). On the other hand, statistically significant differences were 

found in the categories of degree of acceptance and frequency of citation, with standards from the 

field of communications and networking being significantly more accepted and more often cited in 

the literature. This indicates that such standards have become crucial for the development of new 

technologies and are already well-integrated into numerous industrial and research projects.  

These results have significant implications for both industry and academia. In the industrial 

sector, communications and networking standards show strong potential for broader application 

and further development of new technologies. For example, protocols such as IEEE 802.15.4 and 
CoAP play a key role in the Internet of Things (IoT), particularly in enabling connectivity among 

heterogeneous devices. Furthermore, the high frequency of citations of these standards indicates 

that their principles and guidelines are widely used in academic research, which supports their 

applications in creating new solutions for device connectivity, data management, and network 

optimization. On the other hand, while architecture and security standards may be less frequently 

cited, they nonetheless play a critical role in defining security frameworks and infrastructure 

guidelines. These aspects are essential for the future development of IoT systems with enhanced 

security protection. 

Although the results of the analysis are informative, there are certain limitations of this study. 

First, the analysis relied on data available in Google Scholar, which may have led to the exclusion 

of standards that are underrepresented in academic literature. Additionally, while the t-test is useful 

for detecting statistical differences between two groups, it does not provide deeper insights into the 
underlying causes of those differences (Sarstedt and Mooi 2019). In future, the use of other 

statistical methods, such as regression (Sarstedt and Mooi 2019) or analysis of variance (Emsley, 

2000), could provide a more detailed understanding of the factors influencing acceptance, citation 

and complexity of standard implementation. Moreover, incorporating additional variables—such as 

regional differences in standard adoption and market evolution—could further enrich the findings. 

To assess implementation complexity, the independent t-test yielded the following results for 

the two groups of standards: 

➢ t-statistics: -2.50 

➢ p-value: 0.067 
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This result shows that there is a difference in implementation complexity between the two 

groups of standards, but this difference is not statistically significant at the 0.05 significance level. 

A p-value of 0.067 indicates that the difference is not sufficient to conclude that there is a clear 

statistical difference. However, considering the p value, the difference is marginally significant, 

which means that additional research could bring clearer insights. Based on this result, we can 

assume that architecture and security standards may be more complex to implement compared to 

communication and network standards, but this difference is not convincing enough to be 

considered statistically significant.  
A t-test was also applied to analyze the degree of acceptance of both groups of standards in 

industry and academia. The obtained results are as follows: 

➢ t-statistics: 7.35 

➢ p-value: 0.002 

 

These results indicate a statistically significant difference between the two groups. A p-value 

of 0.002, which is well below the 0.05 threshold, confirms that the degree of acceptance differs 

significantly between communications and networks standards and those related to architecture and 

security. Standards such as IEEE 802.15.4, CoAP, and 6LoWPAN show a much higher level of 

acceptance in industry and academia compared to standards like IEEE P2413, ISO/IEC 30141, and 

ISO/IEC 27030. This suggests that communication and network standards play a central role in the 
widespread adoption of emerging technologies, whereas architecture and security standards remain 

less prominent within industrial applications and scholarly research.  

When it comes to the analysis of the frequency of citations, a t-test yielded the following 

results: 

➢ t-statistics: 11.45 

➢ p-value: 0.0003 

 

The very low p-value (0.0003) indicates a statistically significant difference in citation 

frequency between the two groups of standards. Communication and network standards—IEEE 

802.15.4, CoAP, and 6LoWPAN—are cited significantly more often in scientific literature than 

architecture and security standards such as IEEE P2413, ISO/IEC 30141, and ISO/IEC 27030. This 
suggests that communication-related standards are not only more widely referenced in academic 

research, but also likely play a more prominent role in ongoing technological development. In 

contrast, the lower citation frequency of architecture and security standards may reflect their more 

limited presence in published studies or less frequent application in research contexts. 

For better visualization, the graphs below present the t-statistics and p-values for each of the 

three analyzed categories. These graphs provide a clear overview of the statistical differences 

between the two groups of standards. 

 

 
Figure 2. Graphic display of t-statistics by analysis category. 

 

Figure 2 presents the t-statistics for the three categories: complexity of implementation, 

degree of acceptance, and frequency of citations. The t-statistics for complexity of implementation 
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suggests a marginal difference, while the t-statistics for degree of acceptance and frequency of 

citations are substantially higher, indicating statistically significant differences in these categories. 

 

 
Figure 3. Graphic representation of p-values by analysis category. 

 

Figure 3 presents the p-values corresponding to the three analysis categories. The p-value for 

implementation complexity is close to 0.05, suggesting a marginal significance. In contrast, the p-

values for degree of acceptance and frequency of citations are considerably lower, clearly 

indicating statistically significant differences between the two groups of standards in these 
categories. 

 

CONCLUSIONS 

The t-test analysis revealed statistically significant differences between the two groups of 

standards in two out of the three examined categories: degree of acceptance and frequency of 

citations. Specifically, standards in the field of communications and networks—such as IEEE 

802.15.4, CoAP, and 6LoWPAN—demonstrated significantly higher levels of acceptance in both 

industry and academia, as well as greater citation frequency in the scientific literature. However, 

the difference in the complexity of implementation was not statistically significant, suggesting that 

implementation challenges are relatively similar regardless of the standards’ domain. 

Based on the results of this analysis, it is recommended that both the industry and the 
academic community continue to prioritize the application and development of standards in the 

field of communications and networks, given their strong acceptance and high citation frequency. 

To enhance the implementation of standards in the fields of architecture and security, efforts 

should be directed toward simplifying their application and promoting their integration into 

industrial solutions.  

Future research could focus on a more detailed analysis of the influence of various factors on 

the acceptance and implementation of standards. For example, examining how standard adoption 

varies across sectors such as telecommunications, automotive, or smart cities could offer a broader 

perspective on where specific standards have the most impact.  Additionally, the use of other 

methods of data analysis, such as network analysis or root cause research, can provide a deeper 

understanding of the dynamics of citation and adoption of standards, thus providing a clearer 

insight into how both industry and academia are shaping the technologies of the future. 
 

ACKNOWLEDGMENT  

This study was supported by the Ministry of Science, Technological Development and 

Innovation of the Republic of Serbia, and these results are parts of the Grant No. 451-03-137/2025-

03/200132.  

 

DECLARATIONS OF INTEREST STATEMENT  

The authors affirm that there are no conflicts of interest to declare in relation to the research 

presented in this paper. 

 



Radulović, D., & Blagojević, M. (2025). An analysis of knowledge sources in the field of the 

internet of things. STED Conference 14(2), 217-222. 

222            STED 2025, Trebinje, June, 12-15, 2025. Republic of Srpska, B&H                                             

LITERATURE 

Emsley, D. (2000). Variance analysis and performance: two empirical studies, Accounting. 

Organizations and Society, 25(1), 1-12. 

Kyun, T. (2015). KimT test as a parametric statistic. Korean Journal of Anesthesiology 2015, 

68(6), 540-546. 

Miloslavskaya, N., Nikiforov, A., Plaksiy, K., & Tolstoy, A. (2019). Standardization Issues for the 

Internet of Things. In: Rocha, Á., Adeli, H., Reis, L., Costanzo, S. (eds) New Knowledge in 

Information Systems and Technologies. WorldCIST'19 2019. Advances in Intelligent Systems 
and Computing, 931. Springer, Cham. https://doi.org/10.1007/978-3-030-16184-2_32 

Porkodi, R., & Bhuvaneswari, V. (2014). The Internet of Things (IoT) Applications and 

Communication Enabling Technology Standards, An Overview, 2014. In Proceedings 

International Conference on Intelligent Computing Applications 

Ross, A., & Willson, V.L. (2017). "Paired Samples T-Test". In: Basic and Advanced Statistical 

Tests. SensePublishers, Rotterdam. https://doi.org/10.1007/978-94-6351-086-8_4 

Sarstedt, M., & Mooi, E. (2019). Regression Analysis. In: A Concise Guide to Market Research. 

Springer Texts in Business and Economics. Springer, Berlin, Heidelberg. 

https://doi.org/10.1007/978-3-662-56707-4_7 

Semenick, D. (1990), Tests and measurements The T-test. National Strength and Conditioning 

Association Journal, 12(1), 36-37. 
Wagle, S., & Pecero, J.E. (2019). Efforts Towards IoT Technical Standardization. In: Palattella, 

M., Scanzio, S., Coleri Ergen, S. (eds) Ad-Hoc, Mobile, and Wireless Networks. ADHOC-

NOW 2019. Lecture Notes in Computer Science, 11803. Springer, Cham. 

https://doi.org/10.1007/978-3-030-31831-4_36 

Wang, H., Manolas, C., & Xanthidis, D.  (2022). Statistical Analysis with Python. Handbook of 

Computer Programming with Python. 

https://doi.org/10.1007/978-94-6351-086-8_4
https://doi.org/10.1007/978-3-662-56707-4_7

